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FIRST CHANGE
5.2.7
Registration and Deregistration Procedure for MBMS User Service Consumption

The MBMS User Service Description Fragment may include a registration description. If the registration description is present in the MBMS User Service Description Fragment, then the UE shall use the registration and deregistration procedures as defined in this section. 

A registration request is then initiated by the UE, in order to receive the complete user service description. The registration procedure is performed using HTTP 1.1 [18] POST message towards the indicated RegistrationURL. 

A successful registration response shall start with a 200 OK status line in the response header and shall contain in the body the metadata fragments that are referenced by the USD in a multipart MIME container. 

The registration request shall be formatted according to the following XML schema and using the RegistrationRequest element.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"

           xmlns=" urn:3GPP:metadata:2008:MBMS:Registration"

           elementFormDefault="qualified"

           targetNamespace=" urn:3GPP:metadata:2008:MBMS:Registration">


<xs:element name="RegistrationOperationRequest">



<xs:complexType>




<xs:choice>




<xs:element name="RegistrationRequest" type="RegistrationOperationRequestType"/>





<xs:element name="DeregistrationRequest" type="RegistrationOperationRequestType"/>




</xs:choice>



</xs:complexType>


</xs:element>


<xs:complexType name="RegistrationOperationRequestType">



<xs:attribute name="IMEI" type="xs:string" use="optional"/>



<xs:attribute name="MSISDN" type="xs:string" use="required"/>



<xs:attribute name="ServiceID" type="xs:anyURI" use="required"/>



<xs:anyAttribute namespace="##any" processContents="lax"/>


</xs:complexType>

</xs:schema>

A de-registration procedure is used by the UE to de-register at the end of the user service consumption, in case a registration procedure has been performed. The de-registration request shall be sent to a registration server (preferably the one with which the registration procedure has been performed). The de-registration procedure consists of sending an HTTP 1.1 POST request with an XML body formatted according to the XML schema above, using the DeregistrationRequest element.

The MIME type of the message body of the registration and deregistration request shall be set to “text/xml”.

The IMEI attribute contains, if present, the International Mobile Equirment Identifier as defined in [77].  

The MSISDN attribute contains the Mobile Subscriber ISDN Number as defined in [77].

The ServiceID attribute contains the unique MBMS User Service Identifier as defined in clause 11.2.1.1 (serviceId).
SECOND CHANGE
9.4.6
Reception Report Message

Once the need for reception reporting has been established, the MBMS receiver sends one or more Reception Report messages to the reception report server URI. All Reception Report requests and responses for a particular MBMS transmission should take place in a single TCP session using the HTTP protocol (RFC 2616 [18]).

The Reception Report request shall include the URI of the file for which delivery is being confirmed. URI is required to uniquely identify the file (resource).

The client shall make a Reception Report request using the HTTP (RFC 2616 [18]) POST request carrying XML formatted metadata for each reported received content (file). An HTTP session shall be used to confirm the successful delivery of a single file. If more than one file were downloaded in a particular MBMS download multiple reception reports shall be added in a single POST request.

Each Reception Report is formatted in XML according the following XML schema (sub-clause 9.5.3). An informative example of a single reception report XML object is also given (sub-clause 9.5.3.2).

Multipart MIME (multipart/mixed) may be used to aggregate several small XML files of reception reports to a larger object.

For Reception Acknowledgement (RAck) a receptionAcknowledgement element shall provide the relevant data.

For Statistical Reporting (StaR) one or more statisticalReport elements shall provide the relevant data.

Multiple reception reports can be aggregated together in order to reduce radio resources and HTTP transactions. In the case that sessions are close together as defined in sub-clause 9.4.4, two or more reception reports should be aggregated together at the client. There are two possible mechanisms for aggregating reception reports. In the case of StaR (StaR, StaR-all, StaR-only):

· a single reception report should contain multiple statisticalReport elements, each relating to a different serviceId.
· alternatively, multipart MIME (multipart/mixed) may be used to aggregate several reception report XML files.

In the case of RAck reporting:

· multipart MIME (multipart/mixed) may be used to aggregate several reception report XML files.

For both RAck and StaR/StaR-all (mandatory):

· For download, one or more fileURI elements shall specify the list of files which are reported. If the Content-MD5 value of the file is present in the FDT, it shall be provided in the Content-MD5 attribute in the reception report. Note, this allows unambiguous identification of the files.

· For the StaR-all mode only, a list of the number of received symbols and a list of the total number of source symbols shall be provided for failed blocks of the file, if any. Both lists are tabulated before any unicast file repair procedures. Thus, the lists are provided for failed files, and for successfully received files that required unicast file repair procedures.

For only StaR/StaR-all/StaR-only (all optional):

· Each fileURI element has an optional receptionSuccess status code attribute which defaults to "true" ("1") when not used. This attribute shall be used for StaR-all reports. This attribute shall not be used for StaR reports. This attribute is not relevant for StaR-only reports.

· Each QoE Metrics element has a set of attributes and any number of media level QoE Metrics elements. All attributes are defined in sub-clause 9.5.3 and correspond to the QoE metrics listed in sub-clause 8.4.2. Individual metrics, both at session and at media level can be selected via SDP as described in sub-clause 8.3.2.1.

· The sessionId attribute identifies the delivery session. If the sessionType is "download", sessionId is of the format source_IP_address + ":" + flute-tsi. If the sessionType is "streaming", sessionId is of the format source_IP_address + ":" + RTP_destination_port.

· The sessionStartTime and sessionStopTime attributes identifies the NTP time when the session was started and stopped. 

· The sessionType attribute defines the basic delivery method session type used = "download" || "streaming".

· The serviceId attribute is value and format is taken from the respective userServiceDescription serviceId definition.

· The clientId attribute is unique identifier for the receiver, e.g. an MSISDN of the UE as defined in [77].

· The serviceURI attribute value and format is taken from the respective associatedDeliveryProcedureDescription serviceURI, which was selected by the UE for the current report. This attribute expresses the reception report server to which the reception report is addressed.
THIRD CHANGE
11.2A.1
Procedures for Schedule Description Metadata Fragment

A schedule description instance may be delivered to the MBMS clients:

· during a User Service Discovery / Announcement prior to the MBMS Download delivery session along with the session description (out-of-band of that session); or

· in-band within a MBMS Download delivery session; or

· via an MBMS download delivery session dedicated to the transport of file schedule information.

The most recently delivered schedule file shall take priority, such that schedule parameters received prior to, and out-of-band, of the download session they apply to are regarded as "initial defaults", and schedule parameters received in-band with the download session, overwrite the earlier received schedule parameters. The MBMS Metadata envelope, see sub-clause 11.1, applies for the reception of schedule parameters.  
The schedule description instance is clearly identified using a URI, to enable UE cross-referencing of in and out-of-band schedule files.

The MIME Type for the Schedule information is "application/mbms‑schedule+xml"

Availability of the schedule description metadata fragment is indicated by the presence of the schedule  element in the MBMS User Service Bundle Description fragment. The URI to the Schedule Description fragment is provided by the element scheduleDescriptionURI in the schedule element.
The start and stop time of a single event is specified by the start and stop elements/attributes, which provides the absolute date and time of the start time and the stop time of the event. The duration may be determined by subtracting the start time from the stop time.

The reoccurencePattern element if included shall have a value of either "daily", "weekly" or "monthly".

The number of reoccurence of an event may be indicated by either specifying the end time, as indicated by the reoccurenceStopTime element, or by specifying the number of reoccurrence, with the numberOfTimes element. If there are no reoccurrence, then the reoccurencePattern, numberOfTimes and reoccurenceStopTime elements are not included.
The fileSchedule element specifies details about the files delivered during a session. The sessionId attribute is as defined in sub-clause 9.4.6. If present, it identifies the delivery session for each file. If not present, a UE shall determine the transport session as defined by the session description for the download session. The fileMD5 attribute is the MD5 hash value of the file. If present, the purpose of this hash is to enable a UE to determine if a file has changed since a prior reception without having to download the file.
The scheduleUpdate element specifies a time after which UE shall seek to update its schedule information. 

An index element is included as a child of sessionSchedule element. The index is the starting index in a sessionSchedule describing recurrence with the index increased by one from the index for each session in the session repetitions.  
A cancelled attribute is defined as a child of the fileURI element, itself a child of the fileSchedule element. If cancelled is set to "true" or "1", then the transmission of the file identified by the fileURI element is cancelled, and the UE shall cancel any applicable file repair and/or reception reporting procedures for that file . If this file schedule-level cancellation indication in the updated schedule description is received after the associated file has already been delivered, then any related file repair, or reception reporting for that file (associated with its parent service), either in progress or yet to occur, shall be aborted. If cancelled is set to "false" or "0" or is absent, then nominal file transmission and associated delivery procedures, if applicable, shall occur. 

A sessionScheduleOverride element is defined as a child of the serviceSchedule element. If included, the sessionScheduleOverride element indicates either the cancellation of the session occurrence, or schedule override, as follows:

· If the cancelled attribute (a child of sessionScheduleOverride element) is set to "true" or "1", then the transmission of the session identified by the index attribute (a child of sessionScheduleOverride element) is cancelled, and the UE shall cancel any applicable file repair and/or reception reporting for all files belonging to that session.  If this session schedule-level cancellation indication in the updated schedule description is received after any of the associated files have already been delivered, then any related file repair, or reception reporting for those files (associated with their parent service(s)), either in progress or yet to occur, shall be aborted.
· If the cancelled attribute (a child of sessionScheduleOverride element) is set to "false" or "0" or is absent, then the start and stop time elements (children of sessionScheduleOverride element) shall override the nominal start and stop time of the transmission schedule of the session as identified by the index attribute  (a child of sessionScheduleOverride element) .
The value of the index attribute in the sessionScheduleOverride element corresponds to any of the the value of the index element in the reoccurenceStartStopType in the sessionSchedule element.

Schedule information received in the Schedule Description metadata fragment shall take precedence over timing information that may have been received in SDP (t or/and r lines).
The child element receptionFiltering may be present in either the sessionSchedule or fileSchedule elements of the Schedule Description fragment.  If it appears in the session schedule, receptionFiltering signifies the presence of the Filter Description metadata fragment for use by the UE to perform selective reception of contents, in their entirety, sent during the corresponding session(s) of the User Service.  If it appears in the file schedule, receptionFiltering signifies the presence of the Filter Description metadata fragment for use by the UE to perform selective reception of the corresponding file(s) of the User Services, during its(their) scheduled delivery time(s).  Should receptionFiltering be present in both the sessionSchedule and fileSchedule elements, fileSchedule shall take precedence.  The filterDescriptionReference attribute of the Schedule Description fragment identifies the Filter Description fragment of concern, and each instance of the data child element of receptionFiltering identifies a unique filter data instance in the Filter Description fragment to be applied for content filtering and selective reception.  Multiple data elements may appear under receptionFiltering, to accommodate the presence of different categories or types of filtering data.  In this release of the specification, only location filtering data is defined.  More details on the composition of filtering data are given in sub-clause 11.2B.

FOURTH CHANGE
11.4.1
Data Format

The below XML schema defines a format used to register to the keymanagement servers according to the procedure in TS 33.246. The MIME type for this format is defined in appendix C.9.  The serviceID element identifies the service uniquely and is the same as the serviceId used in the userServiceDescription format defined in sub-clause 11.2.1.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" 


targetNamespace="urn:3GPP:metadata:2005:MBMS:securityRegistration"


elementFormDefault="qualified" attributeFormDefault="unqualified">


<xs:element name="mbmsSecurityRegister">



<xs:annotation>




<xs:documentation>MBMS Security Registration according to TS 33.246</xs:documentation>



</xs:annotation>



<xs:complexType>




<xs:sequence>





<xs:element name="serviceID" type="xs:anyURI" maxOccurs="unbounded" minOccurs="1"/>





<xs:any namespace="##other" minOccurs="0" maxOccurs="unbounded" 






processContents="lax"/>



</xs:sequence>



<xs:anyAttribute processContents="skip"/>



</xs:complexType>


</xs:element>

</xs:schema>
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